
E-Safety for Parents and Carers

Aims of the session

Safer Internet Day 2022

Digital footprint & online reputation



e-safety is a term which means not only the Internet but other ways in which young 
people communicate using electronic media, e.g. mobile phones. It means ensuring 
that children and young people are protected from harm and supported to achieve 
the maximum benefit from new and developing technologies without risk to 
themselves or others”

E- safety



https://saferinternet.org.uk/safer-internet-day/safer-internet-day-
2022/advice-for-parents-and-carers





 Assemblies for every year group focus on gaming and being 
respectful

 Rec-Y2 have a story 

 Follow on activities in class

 Yr3-Y6 has lots of scenarios 



Not everyone is available all 

the time. It’s not okay to put 

pressure on someone or make 

them feel guilty if they need to 

leave a game.

What could Space*Kangaroo 

say or do instead?



Remember – a trade should 
always be done using the official 
trading feature in the game. This 
will help make sure it happens 
safely. But you should still make 
sure that you feel the trade is fair 
before accepting.



Remember that the age ratings on games

are there to help you and your families decide 

whether you’re ready to play them yet.

Someone you live with might give you 

permission to play on a game, but that doesn’t 

mean everyone else is allowed to or even feels 

comfortable with the game. It’s important to 

respect other peoples’ decisions.

What could Peanut_butter_boy or the others

in the group say or do instead?



Always tell an adult if a player online asks 

for your personal information or to meet up.

Then together you could:

Say no to sharing personal information 

and move the conversation back to 

talking about the game

Decide not to reply at all

Choose to report, block or unfriend 

the player.



Being kind and supportive

Including people
when they want Listening to other people 
to be included

Thinking about 
how your words 

and actions make 
other people feel

Not putting pressure on 
someone and accepting 

their boundaries

Understanding that 
someone might not want 
the same things as you



Block Report

Tell them how you feel or ask them to stop politely

If someone is being 

disrespectful you can…



Upset Scared Curious Angry Worried Confused

What can you do?



Teaching 
Assistant

Grandparent

Any adult you 
know and trust

Dad

Mum
Teacher









Digital Footprint and online 
reputation



 A digital footprint is data that is left behind when users have 
been online. 

 There are two types of digital footprints which are passive and 
active. 

 A passive footprint is made when information is collected 
from the user without the person knowing this is happening. 

 An active digital footprint is where the user has deliberately 
shared information about themselves either by using social 
media sites or by using websites.



https://www.internetmatters.org/issues/online-
reputation/



 The digital footprint we leave after browsing websites is called 
the internet footprint. 

 These are commonly called “cookies” and most websites will 
ask you to accept the use of cookies before you can access 
the site, without actually knowing what this means. 

 If we inadvertently leave a lot of information about ourselves 
behind it could be passively or actively collected by other 
people just by using a simple search engine. 



What would come back if you 
searched your own name on the 
internet?
What does your digital footprint 
contain?

Digital footprint



Digital Footprints

A 2017 survey by CareerBuilder, the US recruitment company, found that 70 per cent of 
companies used social media to screen candidates when hiring, up from 60 per cent in 
2016 and 11 per cent in 2006. 





 From an early age, work with your child online

 Discuss tracking features such as cookies

 Search your own name with your child and see what your 
digital footprint contains

 Stress importance of asking permission before sharing 
anything online



Using a range of browsers, search your own name on the 
internet with your child

How did that information get there? Is there anything you are 
unhappy about?

Discuss how you might get the information removed?

If you have allowed your child to have any social media 
accounts or online game logins check the privacy settings

https://www.internetmatters.org/issues/online-
reputation/protect-your-child/



 We like sharing positive moments in our child’s life

 Do we understand the potential risks of posting to social 
media?

 How often do we ask our child if we have permission to put an 
image of them online?

 Do we think it’s ok because our account is only visible to 
friends?

 Do we understand the damage that posting and sharing 
content about our child could have in the future?

 IF IN DOUBT – DON’T SHARE





Year 1 – contribute ideas about communicating appropriately

- relate online and off-line appropriate behaviour

Year 2 – explain what a digital footprint is.

- that it is permanent and their online behaviour influences what it shows

- Relate the creation of a digital footprint to their search history

- Know that many search engines collect and sell information about users

Year 3 – understand what makes a good password for use on the internet

- begin to realise the outcomes of not keeping passwords safe

Year 4  - explain what a digital footprint is and how it relates to identity theft

- give examples of things they would not want to be in their digital footprint

Year 5 – Think critically about the information they share online both about themselves and others

Year 6  -steps they can take to protect their digital footprint

- Understand their responsibility to others as well as to themselves when communicating and    
sharing content online.

- Confident in having strategies to help them promote a positive online image of themselves in     
their digital footprint.







https://h2bsafetycentre.com/h2
usethis/

-Helpful advice.
-Step by step instructions on 
how to stay safe within different 
apps including video tutorials. 

H2b Safer

https://www.internetmatters.org

https://www.nspcc.org.uk/keeping-children-
safe/online-safety/

https://h2bsafetycentre.com/h2usethis/
https://www.internetmatters.org/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/


Thanks for coming

Presentation and many other e safety resources are on the school 
website:
Curriculum overview/computing


